**Pytania i odpowiedzi zestaw 2**

1. Prosimy o odpowiedź, co oznacza i jaki jest zakres działań w zakresie "audyt podatności - white box". Czy chodzi o wykonanie testów penetracyjnych a white box oznacza testowanie
z wykorzystaniem pełniej wiedzy o systemach IT wykorzystywanych przez Szpitale?

**Odpowiedź**

Zmianie uległ załącznik nr 2 „oferta cenowa”. Zostały rozdzielone zadania na Audyt bezpieczeństwa zgodny z KSC, test penetracyjny- white box, test penetracyjny - black box, test penetracyjny - red box. Przez test penetracyjny white box rozumiemy testowanie
z wykorzystaniem pełniej wiedzy o systemach IT

1. Analogicznie, prosimy o odpowiedź, co oznacza i jaki jest zakres działań w zakresie " audyt podatności - black box". Czy chodzi o wykonanie testów penetracyjnych a black box oznacza testowanie bez wiedzy o systemach IT wykorzystywanych przez Szpitale?

**Odpowiedź**Zmianie uległ załącznik nr 2 „oferta cenowa”. Zostały rozdzielone zadania na Audyt bezpieczeństwa zgodny z KSC, test penetracyjny- white box, test penetracyjny - black box, test penetracyjny - red box. Przez test penetracyjny black box rozumiemy testowanie bez wiedzy
o systemach IT.

1. Analogicznie, prosimy o odpowiedź, co oznacza i jaki jest zakres działań w zakresie " audyt podatności - red box". Czy chodzi o wykonanie testów penetracyjnych z wykorzystaniem
tzw. red team'u próbującego uzyskać dostęp do systemów IT wykorzystywanych przez Szpitale?

**Odpowiedź**
Zmianie uległ załącznik nr 2 „oferta cenowa”. Zostały rozdzielone zadania na Audyt bezpieczeństwa zgodny z KSC, test penetracyjny- white box, test penetracyjny - black box, test penetracyjny - red box. Przez test penetracyjny rozumiemy wykonanie testów penetracyjnych z wykorzystaniem tzw. red team'u próbującego uzyskać dostęp do systemów IT